Over the past five years, social networking websites such as MySpace and Facebook have boomed in popularity. MySpace has 125 million users and Facebook has a staggering 200 million users. Initially intended for college-aged students, social networking websites are now open to the public and attract a plethora of subscribers, ranging from teenagers to grandparents.

Social networking websites function like virtual yearbooks. Participants form a “profile page,” which contains up to forty pieces of information, including name, age, birthday, hobbies, interests, pictures, and videos. On both Facebook and MySpace, users can secure the privacy of their pages so that their pages are only accessible to website “friends.” However, if the user does not secure the access to his or her profile, the profile remains unrestricted, and available for public viewing.

FACEBOOK IN THE LITIGATION PROCESS:
As social networking websites grow in popularity, attorneys are utilizing these services in both criminal and civil litigation. Because social networking profiles reveal an array of personal information, these sites can be invaluable resources for attorneys looking to gain insight into parties involved in litigation. Jurors also gravitate to MySpace and Facebook. In addition, “MySpace, Facebook, and blogs can also be beneficial when preparing to take or defend depositions, or when hiring experts.”

USING INFORMATION POSTED ON SOCIAL NETWORKING WEBSITES TO UNDERMINE PENDING LITIGATION
Social networking website profiles can contain information that corroborates or undermines a plaintiff’s case. In 2006,
three fraternity brothers appearing in the movie Borat sued the movie’s producers.12 The brothers’ complaint alleged that producers told them Borat “would not be shown in the United States and would not disclose [the brothers’] names or names of their fraternity or University.”13 The brothers further contended they were heavily intoxicated when they signed the waiver release.14

The Smoking Gun website, famous for publishing entertainment industry information, procured the brothers’ names and linked their names to particular MySpace pages.15 One brother’s page contained many pictures of him consuming alcohol.16 This page significantly undermined the brother’s contention that alcohol inhibited his ability to understand the waiver.17 Ultimately, the Los Angeles Superior Court dismissed the case under California’s Anti-SLAPP statute, “which is designed to allow for the dismissal of lawsuits that attempt to silence legitimate speech.”19

DISCOVERABILITY OF INFORMATION POSTED ON FACEBOOK OR MYSPACE

Increasingly, attorneys are filing discovery motions to obtain Facebook and MySpace information; however, there is ambiguity surrounding the permissibility of this strategy. The ambiguity is magnified “because specific rules governing the discoverability of online personal information have not kept pace with new opportunities for online expression, which are being developed faster than regulations can be revised or promulgated.”20 Contradictory decisions by courts that have addressed the issue have added to the confusion. Some courts take the view that information posted on social networking websites is discoverable. In Beye v. Horizon Blue Cross Blue Shield of New Jersey,21 the plaintiffs, parents suing in the names of their minor children, argued that the defendant insurance company wrongfully refused to cover medical costs associated with their children’s eating disorders.22 The defendant petitioned for access to the children’s social networking websites, alleging the websites contained information pertinent to the pending litigation.23 The plaintiffs argued the information was irrelevant and that releasing the information would be harmful to the children.24 The United States District Court for the District of New Jersey agreed with the defendant, and ordered the plaintiffs to produce information posted on their daughters’ Facebook and MySpace pages.25 The court emphasized “both the idea of individual responsibility when using social networking sites and a lowered expectation of privacy where the person asserting a right to privacy is the same person who made the information public in the first place.”26

The court in Mackelprang v. Fidelity National Title Agency27 reached a similar conclusion as the court in Beye. In Mackelprang, the court recognized the defendants were “entitled to discover information relevant to [plaintiff’s] alleged emotional distress and her mental condition, which she [had] placed at issue in the case.”28 However, the court denied the defendants’ motion to compel production of
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plaintiff’s MySpace messages without prejudice, because the defendants merely speculated that the plaintiff’s account contained relevant information.\textsuperscript{29} The court indicated that if the defendants properly served the plaintiff with a request for “relevant email communications,”\textsuperscript{30} the deficiency would be overcome.\textsuperscript{31}

Other courts, however, take the alternative view, holding that information on social networking websites is private and should be protected from discovery. In \textit{T.V. v. Union Township Board of Education}, the court held that the information on the plaintiff’s Facebook and MySpace pages was protected because “the student’s privacy interests prevailed, absent a particularized showing of relevance . . . .”\textsuperscript{32} Nevertheless, the court did leave “open the possibility that ongoing discovery might provide a basis to change [its] mind.”\textsuperscript{33}

**INVASION OF PRIVACY SUITS STEMMING FROM INFORMATION POSTED ON FACEBOOK OR MYSPACE**

Since “traditional tort law does not recognize invasions of privacy that occur in public, [arguing] that information posted on social networking sites should not be discoverable because it is ‘private’ is an uphill battle.”\textsuperscript{34} Successful privacy violations require the plaintiff demonstrate he or she had a subjective expectation of privacy at the time of the invasion.\textsuperscript{35} Proof of this expectation is difficult to demonstrate, because “the inherent nature of the profile . . . works against any notion of an expectation of privacy.”\textsuperscript{36} Accordingly, there is a presumption that an individual who posts information to a social networking website does not have a reasonable expectation of privacy in the information he or she posts.

Few invasion of privacy cases have arisen from the improper use of information posted on Facebook and MySpace. In \textit{Moreno v. Hanford Sentinel, Inc.},\textsuperscript{37} the plaintiff, Cynthia Moreno, posted an article on her MySpace page that contained disparaging remarks about her hometown Coalinga, California.\textsuperscript{38} The principal of Coalinga High School obtained the article and forwarded it to the town newspaper for publication.\textsuperscript{39} After the article was published, Moreno and her family received scores of negative reactions from community members, eventually resulting in the closing of her family’s business.\textsuperscript{40} Moreno and her family sued the newspaper’s publishers for invasion of privacy.\textsuperscript{41}

A successful invasion of privacy claim requires the plaintiff to have a reasonable expectation of privacy in the “public disclosure of \textit{private facts}.”\textsuperscript{42} The court in \textit{Moreno} noted, however, that information posted on a public social networking profile is open to the “public eye,” and thus, an individual who posts the information cannot have a reasonable expectation of privacy in that information.\textsuperscript{43} Additionally, the court recognized that the right to privacy “is purely personal” and “cannot be asserted by anyone other than the person whose privacy has been invaded.”\textsuperscript{44} Because Moreno’s MySpace page was not secured, the court held that neither Moreno nor her family could assert a successful right to privacy claim.\textsuperscript{45}
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SURF WITH CAUTION

Until courts address the issues surrounding the use of social networking websites in litigation, the penalties for doing so remains unclear. Attorneys and others using social networking websites as a litigation tool would be wise to “surf the web” carefully.

If an attorney accesses a social networking profile through deceptive tactics, the attorney could violate state privacy and tort laws. Additionally, a Philadelphia Bar Association ("PBA") opinion letter recognizes that it is unethical for an attorney to surreptitiously access a social networking profile page of any party involved in litigation. The Opinion notes that accessing witnesses’ profile pages through deceptive conduct violates the Pennsylvania Rules of Professional Conduct. The PBA’s opinion mirrors other states’ interpretations.

Although information from social networking websites has been used sparingly in litigation thus far, the use of these websites in court likely will increase as even more individuals subscribe to them. The law in this area will continue to develop, hopefully providing clearer guidance for attorneys and others seeking to use social networking websites in litigation.
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